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1
Decision/action requested

The group is asked to discuss and approve the contribution.
2
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3
Rationale

In this TS an entity called NSI and an entity called MNSI are used. Both terms appear to have the same meaning after the removal of the relation between network slice and managed object class name at the last meeting. In the stage 2 and 3 specifications the term MNSI is used. 
In the current version of TS 28.530 the abbreviation NSI appears 82 times and the abbreviation MNSI appears 7 times and MNS only once. 
It is proposed to only use NSI as abbreviation and replace MNSI with NSI, to remove the abbreviation for MNS because the abbreviation is not used in the document, and to replace the definition of the Managed Network Slice with Network Slice. 
4
Detailed proposal
First change
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].



Managed Network Slice Subnet: A representation of the management aspects of a set of Managed Functions and the required resources (e.g. compute, storage and networking resources).

Managed Network Slice Subnet Instance: An instance of Managed Network Slice Subnet representing the management aspects of a set of Managed Function instances and the used resources (e.g. compute, storage and networking resources).
Network Slice: Defined in 3GPP TS 23.501 V1.4.0 [3].

NOTE: A network slice builds on the network slice definition in 3GPP TS 23.501 [3] and, also includes management aspects of the complete entity forming a network slice.
Network Slice instance: Defined in 3GPP TS 23.501 V1.4.0 [3].

NOTE: A network slice instance builds on the network slice instance definition in 3GPP TS 23.501 [3] and, also includes management aspects of the complete entity forming a network slice.
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
CSC
Communication Service Customer

CSP
Communication Service Provider

DN
Data Network
MNO
Mobile Network Operator


MNSS
Managed Network Slice Subnet

MNSSI
Managed Network Slice Subnet Instance
NOP
Network Operator

NSaaS
Network Slice as a Service

NSI
Network Slice Instance

NSSI
Network Slice Subnet Instance
NSST
Network Slice Subnet Template

TN

Transport Network

Second change
4.1.6
Network Slice as a Service (NSaaS)
Network Slice as a Service (NSaaS) can be offered by a CSP to its CSC in the form of a communication service. This service allows CSC to use and optionally manage the network slice instance. In turn, these CSC can play the role of CSP and offer their own services (e.g. communication services) on top of the network slice instance. For example, a network slice customer can also play the role of NOP and could build their own network containing the network slice offered by the operator. In this model, both CSP offering NSaaS and CSC consuming NSaaS have the knowledge of the existence of network slice instances. Depending on service offering, CSP offering NSaaS may impose limits on the NSaaS characteristics exposure to the CSC, and the CSC can manage the network slice instance according to NSaaS characteristics exposed and agreed upon limited level of management by the CSP.

The NSaaS offered by the CSP could be characterized by certain properties, e.g.

- radio access technology,
- bandwidth,

- end-to-end latency,

- reliability,

- guaranteed / non-guaranteed QoS,

- security level, etc.

Figure 4.1.6.1 illustrates some examples on how network slices can be utilized to deliver communication services, including Network Slice as a Service:

a)
A Network Slice as a Service is provided to CSC-A by CSP-A. Unlike the communication service delivered to end customers, in NSaaS, the communication service is the actual network slice.

b)
CSC-A can use the offered network slice by CSP-A or may add additional network functions to the offered NSaaS to provide a new network slice to CSP-B. In this case, CSC-A plays the role of NOP-B and builds his own network.
c) CSP-B can use the offered network slice built by CSC-A / NOP-B to deliver Communication Services to end customers (CSC-B).
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Figure 4.1.6.1: Examples of Network Slice as a Service being utilized to deliver communication services to end customers.

4.1.7
Network Slices as NOP internals  

In the “Network Slices as NOP internals” model, network slices are not part of the CSP service offering and hence are not visible to CSCs. However, the NOP, to provide support to communication services, may decide to deploy network slices, e.g. for internal network optimization purposes.

Figure 4.1.7.1 illustrates an example on how network slices can be utilized to deliver communication services:

a)
A network slice is used as NOP internal, and CSP delivers communication services to end customers (CSC).
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Figure 4.1.7.1: Examples of network slice as NOP internals.

Third change
4.4
Network slice concepts
4.4.1
General
The Network Slice concept includes the following aspects:

A Network Slice Instance (NSI) is complete in the sense that it includes all the Managed Function (MF) instances, with their supporting resources, to provide a certain set of communication services to serve a certain business purpose.
The following concepts are related to network slicing management:

a. Services which are supported by network slice instances 

b. Network Slice instances and networks composed of PNF, VNF or both

c. Network function (PNFs, VNFs)

d. Resources which support the network (e.g. virtualized resource, non-virtualized resource)
An MNSI contains CN part, AN part which are directly managed by the 3GPP management system. An MNSI also contains a non-3GPP part which is not directly managed by the 3GPP management system. The non-3GPP part includes TN parts. The 3GPP management system provides the network slice requirements to the corresponding management systems of those non-3GPP parts, e.g. the TN part supports connectivity within and between CN and AN parts. For the TN part, the 3GPP management system provides the TN topology requirements and individual TN links’ QoS attributes requirements to the TN management system.
The 3GPP management system maintains the network topology and the related QOS requirements. 
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Figure 4.4.1.1 Example of a NSI
4.5
Managed network slice subnet concepts
The Managed Network Slice Subnet concepts include the following aspects:

-
A MNSSI constituent may include Managed Function(s) directly and other constituent MNSSI(s).

-
An MNSSI may be shared by two or more NSIs, this is called a shared constituent of NSI.

-
An MNSSI may be shared by two or more MNSSI(s), this is also called a shared constituent of MNSSI.

-
An MNSSI that is dedicated to one NSI and is not shared as a constituent by two or more MNSSI(s) is called a non-shared MNSSI.
-
An MNSSI may contain instances of CN Managed Functions only, or instances of AN Managed Functions only, or instances representing the TN Network Functions only, or any combination thereof.
-
An MNSSI may additionally have information representing a set of links with capacities to provide connection between MFs.
-
The resources used, and whose management aspects are represented by an MNSSI comprise physical and logical resources. In case of virtualization, virtualized resources may be used.
Fourth change
5.1.2
Network slicing management

REQ-3GPPMS-CON-01 The 3GPP management system shall have the capability to create a new or use an existing network slice instance according to the communication service requirements. 
REQ-3GPPMS-CON-02 The 3GPP management system shall have the capability to translate the communication service requirements to network slice related requirements.
REQ-3GPPMS-CON-03 The 3GPP management system shall have the capability to create a new or use an existing network slice instance according to the network slice related requirements.
Fourth change
5.4.1
Network slicing supporting communication services
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	A communication service provider (CSP) uses the network slicing service provided by operator to offer communication services to end users.
	

	Actors and Roles
	A communication service provider (CSP), who plays the role of consumer of network slicing service.
Operator, who plays also the role communication service provider, offers network slicing service(s).
	

	Telecom resources
	Network slice instances.
	

	Assumptions
	N/A
	

	Pre-conditions
	The CSP and the operator negotiate and sign the communication service requirements contract.
	

	Begins when 
	The CSP declares communication service requirements to the operator. The operator triggers the NSI preparation phase which includes the creation and verification of network slice template(s), the on boarding of these, preparing the necessary network environment, which are used to support the lifecycle of NSIs and any other preparations that are needed in the network.
	

	Step 1 (M)
	Based on the requirements (e.g. coverage area, number and distribution of users, traffic demand, mobility, latency, etc.) from the consumer of network slicing service, the operator prepares the corresponding NSI(s).
	

	Step 2 (M)
	After the NSI preparation phase, the operator triggers the deployment of the NSI.
1)
If the CSP plans to operate services crossing multiple operators' administrative domains, this may even require cross-country operations. The operator management system will perform cross-domain collaboration with the management systems from other administrative domains for NSI deployment.
2)
If customization of TN is required, the operator management system and TN management system will first cooperate on network planning of TN. 
3)
The operator management system performs overall mapping and coordination among different technical domains in order to provide the end-to-end services via the NSI.
	

	Step 3 (O)
	If requested, the operator provides management data of the NSI to authorized CSP according to the communication service requirements. 

Examples of management data that could be provided to CSP include service availability and reliability, UE traffic information etc.
	

	Ends when
	The operator maintains the NSI during the lifecycle of the NSI. 
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The NSI(s) is provided by the operator to the CSP to support multiple communication services.
	

	Traceability
	 REQ-3GPPMS-CON-01, REQ-3GPPMS-CON-02, REQ-3GPPMS-CON-03, REQ-3GPPMS-CON-04, REQ-3GPPMS-CON-05, REQ-3GPPMS-CON-07, REQ-3GPPMS-CON-08, REQ-3GPPMS-CON-09, REQ-3GPPMS-CON-10
	


End of changes
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